
 

 

 
 

Privacy Compliance Plan of C F STRATA MANAGEMENT AND WEDD REALTY  
 
The following document sets out the Privacy Compliance Plan of C F STRATA MANAGEMENT AND WEDD REALTY  (we, us, 
our) in accordance with the Privacy Act 1988 (Cth) including, in particular, Australian Privacy Principle 1.2 (the Act). 
 
We may, from time to time, review and amend this Privacy Compliance Plan to take account of any changes to our business 
practice and the law. 
 
A. OPEN AND TRANSPARENT MANAGEMENT OF PERSONAL INFORMATION 

 
We will manage personal information and sensitive information (where the context permits, a reference to personal information 
below includes reference to sensitive information) in an open and transparent manner.  In doing so, we will ensure that 
individuals are notified at the time of collecting their personal information (or if this is not possible then as soon as reasonably 
practical after): 

• what type of personal information is being collected; 

• to whom that personal information will be disclosed; and 

• how we use that personal information. 

 
We have a Privacy Officer, who is required to deal with any queries regarding access to or correction of personal information or 
any privacy related complaints.   
 
We ensure all our employees are trained at regular intervals to ensure they understand our obligations under the Act.   
 
We have currently adopted the following privacy policies in respect of the following aspects of our business:  
 

1. Real Estate and/or Strata Business: a privacy policy and privacy collection notice (or a combined document 

reflecting the disclosure and notification requirements) which we issue to all of our actual, current or prospective 

clients or other people who provide us with their personal information. Our privacy policy and privacy collection notice 

(or a combined document reflecting the disclosure and notification requirements) are available on our website, at our 

office and may also be made available to actual or prospective clients and other attendees at any property inspection.  

We may also make it available by email when we first communicate with actual or prospective clients and other people 

who provide us with their personal information.  

 

2. Website at www.cfstrata.com.au: the website has adopted a privacy policy in regards to the use of that website. 

 
 

If our business practices change, we will review the scope of our existing privacy policies and assess whether or not 
amendments or additional privacy policies are required in order to address any changes or additions to our business. 
 

http://www.cfstrata.com.au/


 

 

B. ANONYMITY AND PSEUDONYMITY 

 
B1 Real Estate and/or Strata Business 

 
 
We are not always able to deal with people who do not wish to identify themselves. This will be particularly the case when we 
are proposing to, or we do, act for a vendor or a landlord in relation to either the sale or rental/lease of any property. 
 
Further, we are not able to allow people through any property inspections who do not wish to identify themselves as this can 
create security and other concerns for the property owner (among other considerations). 
 
However, where possible, we should provide information of a general nature such as, for example, we can respond to general 
telephone and related enquiries about a rental/lease or sale property to unidentified individuals and we generally should not be 
requesting the individual to identify themselves for this purpose.  Of course, if an individual makes an enquiry by email or other 
electronic or written methods then there is every possibility that the mode of communication may identify them. 
 
B2 Website 

 
General users of the website do not need to disclose their identity to us in order to use the website.   The website does not, 
therefore, collect personal information about people who generally access it except in the circumstances described in section 
C2 of this Privacy Compliance Plan.   

 
C. COLLECTION OF PERSONAL INFORMATION 

 
C1 Real Estate and/or Strata Business 
 
We collect and disclose personal information for the following purposes:  
 
Property Management 

• to identify and/or verify the identity of any prospective or actual landlord or tenant for any property we manage or 

propose to manage;  

• to process and assess any application received in relation to a tenancy or lease of any property; 

• to advertise, market and promote any tenancy or lease of any property; 

• to negotiate and prepare any tenancy agreement, lease or any other document for any property;  

• to liaise and exchange information with the landlord or the tenant as well as their agents, contractors, legal, financial 

and other advisors in relation to or in connection with any tenancy or lease of the property; 

• to manage any tenancy or lease agreement including the collection of rent and other amounts on behalf of the 

landlord and the preparation of required statements of account;  

• to ensure the safety and security of landlords and existing occupiers and of each of their property in connection with 

the inspection of any property by prospective tenants; 

• to comply with any applicable law in connection with the tenancy agreement or lease; 

• to confirm whether the landlord or tenant is registered for GST purposes;  

• to tell an individual about any other rental property that we are managing or any other service that we provide, unless 

that individual tells us not to (this is referred to as direct marketing); 

• to carry out our duties in relation to the arranging of repairs and maintenance, as such we may need to supply contact 

information to the relevant contractors  

 



 

 

 
Sales 
• to identify and/or verify the identity of any prospective or actual vendor for any property we list as the sales agent;  

• to advertise, market and promote the sale of any property; 

• to negotiate and manage the sale of any property (including to provide non legal assistance with the exchange of the 

contract for the sale of property and the preparation of any required statements of account);  

• to liaise and exchange information with the vendor, purchaser (including any prospective purchaser) as well with their 

respective agents, contractors, legal, financial and other advisors in relation to or in connection with the sale of the 

property; 

• to ensure the safety and security of vendors and existing occupiers and of each of their property in connection with 

auctions and the inspection of any property by prospective purchasers; 

• to comply with any applicable law in connection with the sale of the property; 

• to confirm whether the vendor or purchaser is registered for GST purposes;  

• to tell an individual about any other property that we are selling or any other service that we provide, unless that 

individual tells us not to (this is referred to as direct marketing). 

 
Strata Management 

• to identify and/or verify the identity of any owner of a strata title lot in a strata scheme we manage or propose to 

manage; 

• to liase and exchange information with any owner of a strata title lot in a strata scheme as well as their agents, 

tenants, contractors, legal, financial and other advisors; 

• to ensure the safety and security of owners, existing occupiers and users of common areas of any strata title lot in a 

strata scheme; 

• to comply with any applicable law in connection with the management of the relevant strata scheme; 

• to confirm whether the owners corporation or body corporate is registered for GST purposes; and 

• to tell you about any other strata scheme that we or a related body corporate are managing or any other service that 

we or a related body corporate provide, unless you tell us not to (this is referred to as direct marketing). 

• to carry out our duties in relation to the arranging of repairs and maintenance, as such we may need to supply contact 
information to the relevant contractors  

• to carry out various duties on behalf of the Owners Corporation  
 

 
Generally 
• to provide statistical and other information to the Real Estate Institute of New South Wales 

• to act on behalf of clients in accordance with any agency agreement and to comply with our obligations under that 

agreement;to allow us to run our business efficiently and to perform administrative and operational tasks;  

• to operate controlled money accounts; 

• to comply with any dispute resolution or other legal process;  

• in order to update our records and an individual’s contact details; 

• if we enter into or propose to enter into any agreement or arrangement with any party for the purpose of or in 

connection with the acquisition of our business (including any part of our business that includes personal information), 

then we may provide that party (including its legal, financial and other professional advisers) with personal information 

in relation to or in connection with those arrangements; and 

• any other purpose to which an individual has consented. 



 

 

 
If we collect sensitive information then we generally collect it directly from the individual concerned.  We should only collect 
sensitive information where it is actually required (for example, if a tenant has a disability, it may be relevant to disclose this to 
the landlord in order for the parties to assess whether the property is suitable for the proposed tenant).   
 
We may also collect sensitive information when it has been provided to us by a third party who has been authorised to supply 
that information to us.  Any sensitive information that is collected in this way must only be used for the purposes for which it is 
provided, and is collected with the relevant individual’s consent. We require any third party that we deal with to comply with the 
Act.  
 
C2 Website 
 
We will use and disclose personal information only for the purposes for which it is collected in accordance with the Act, 
including: maintaining and updating our records; 

• providing services and customer support, including service updates; 

• comparing information for accuracy, and verifying it with third parties; and 

• providing information as authorised or required by law or a relevant government body or authority. 

 
D. UNSOLICITED PERSONAL INFORMATION 

 
If we receive unsolicited personal information then we will determine whether we could have collected that personal information 
by lawful and fair means, and whether it is related to one of the purposes of collecting personal information specified above or 
in the relevant privacy policy issued to the relevant individual.  We will do this by looking at our relationship with the individual 
and whether the personal information relates to our relationship with them. 
 
If we could not have collected the personal information by lawful and fair means, or the personal information does not relate to 
one of our purposes for collecting the personal information, we will either destroy or de-identify the relevant personal 
information. 
 
E. NOTIFICATION OF THE COLLECTION OF PERSONAL INFORMATION 

 
When we first collect personal information from an individual we will notify them that we have collected their personal 
information. This is achieved by making our relevant privacy policy available at our business address, on our website, at any 
property inspection and auction as well as making copies available when we send email communications to the individuals 
concerned.   
 
Our current privacy policy does not include a consent to use personal information for marketing and related purposes as we 
consider that those purposes are reasonably contemplated and, in any event, if an individual requests that we not contact them 
further then we will update our records to ensure that we will not contact them again.  However, as we are not obtaining 
consent from the individual, we must not under any circumstances use any sensitive information in connection with any 
marketing and related purposes without the express consent of the individual concerned.  
 
All marketing communications must also include a functional opt-out notice to comply with the Spam Act 2003 (Cth). 
 
The privacy policy referred to above will provide the individual with information about (including without limitation): 
 

• how we collect their personal information; 

• the purposes of the collection of their personal information; 



 

 

• those entities that we usually disclose personal information to; 

• what happens if the individual chooses not to provide us with personal information; 

• direct marketing that may be undertaken by us or any related company, preferred supplier or sponsor; 

• when we are required to collect personal information under an Australian or State law, such as the Property, Stock 

and Business Agents Act 2002 (NSW), including any regulation under that law; 

• our privacy policy and where it can be found; and 

• any disclosure of personal information that we make to an overseas entity. 

 
If we know that, as part of our relationship with the individual, we will disclose their personal information to another identifiable 
entity, we will notify the individual of the following matters at the time we first collect their personal information (or if that is not 
possible, then as soon as reasonably practical thereafter): 
 

• the identity and contact details of that organisation; and 

• why their information may be disclosed to the organisation. 

 
F. USE OR DISCLOSURE OF PERSONAL INFORMATION 

 
For real estate and strata business activities, the purpose of collecting an individual’s personal information will be outlined in 
the relevant privacy policy received by the individual. 
 
If, during our relationship with the individual, we wish to use their personal information for an additional purpose, we will obtain 
their consent unless the purpose is related to the primary purpose of collection or we are permitted by law to do so. 
 
 
 
G. DIRECT MARKETING 

 
We notify individuals either at the time of collecting their personal information (or as soon as reasonably practical after) that 
their personal information (excluding sensitive information) will be used by us and any associated businesses for the purposes 
of direct marketing.   
 
In all direct marketing communications we will provide a prominent statement about how an individual can elect not to receive 
direct marketing.  If the direct marketing communication is an email then we will provide a working ‘unsubscribe’ function within 
the email.   
 
We will keep appropriate records to ensure those individuals that have made requests not to receive direct marketing 
communications do not receive them.  We do not charge a fee to unsubscribe from direct marketing communications. 
 
We do not sell personal information.  We do not use sensitive information for the purposes of direct marketing (unless we 
obtain the express consent of the individual concerned). 
 



 

 

If we purchase personal information for the purposes of direct marketing, we will conduct appropriate due diligence to ensure 
appropriate consents from the individuals have been obtained by that third party.  
 
All marketing communications must also include a functional opt-out notice to comply with the Spam Act 2003 (Cth). 
 
 
H. CROSS-BORDER DISCLOSURE OF PERSONAL INFORMATION 

 
We DO NOT  disclose personal information overseas.   
 
We may use cloud storage and IT servers that may be located overseas to store the personal information we hold.  As 
electronic or networked storage can be accessed from various countries through an internet connection it is not always 
practical to know in which country information about an individual may be held. 
 
I. ADOPTION, USE OR DISCLOSURE OF GOVERNMENT RELATED IDENTIFIERS 

 
We do not use Government-related identifiers to identify individuals.   
 
We may receive tax file numbers in the course of our practice.  We may also receive and disclose a tax file number to a 
financial institution (such as a bank) in order to open a controlled monies account in relation to a lease or a sale and purchase 
of property, however, we do not use or disclose tax file numbers for any other purpose.  
 
Do NOT use government related identifiers as your own identifier (for example, do not catalogue or organise clients by their 
TFN – this is forbidden by APP 9). 
 
J. QUALITY OF PERSONAL INFORMATION 

 
We rely on individuals to help us to ensure that their personal information is accurate, up-to-date, complete, relevant and not 
misleading. 
 
If we become aware that personal information is inaccurate, out-of-date, incomplete, irrelevant or misleading (for instance, 
when mail is returned), we will update our systems accordingly. 
 
K. SECURITY OF PERSONAL INFORMATION 

 
We hold personal information on secure IT systems. All IT systems are appropriately updated with passwords, virus scanning 
software and firewalls when needed 
 
Any paper records are only accessible to employees and others as they are needed. Any paper records are held within an 
office that is locked and security protected at night. 
 
We may destroy personal information that is held electronically and in paper form seven years after our relationship with an 
individual ends.  If we do that, we will do it by shredding paper copies and deleting electronic records containing personal 
information about the individual or permanently de-identifying the individuals within those records. 
 
L. ACCESS TO PERSONAL INFORMATION 

 



 

 

Individuals may request access to any personal information that we hold about them.  We may (but do not currently intend to) 
charge the individual a fee for requesting access to their personal information.  If we charge a fee, the fee must be justified and 
reasonable. 
 
We will verify the individual’s identity prior to disclosing any of their personal information to them.  
 
When an individual requests access to their personal information, we will conduct a search of our customer relationship 
database.  This search may also indicate if there are any paper records that contain personal information.  
 
We will not give access to the personal information that we hold about an individual where it is unreasonable or impracticable to 
provide access or in circumstances where the request would likely: 
 

• pose a serious threat to the life, health or safety of any individual, or to public health or public safety;  

• unreasonably access the privacy of other individuals; 

• be frivolous or vexatious;  

• relate to legal proceedings or anticipated legal proceedings, and the correct method of access to personal information 

is by the process of discovery in those legal proceedings; 

• reveal the intentions of the entity in relation to negotiations with the individual in such a way as to prejudice those 

negotiations;  

• be unlawful or in breach of an Australian or State law; 

• prejudice the taking of appropriate action in relation to a matter where unlawful activity or misconduct relates to our 

functions or activities; 

• prejudice enforcement-related activities of an enforcement body; or 

• reveal commercially sensitive information. 

 
When we receive a request for access we will usually respond to the individual with 7 days.  However, depending on the nature 
of the request, we may provide the personal information when the request is made. 
 
If the individual is requesting a large amount of personal information, or the request cannot be dealt with immediately, then after 
we have investigated the request for access we will advise the individual what personal information we hold and provide details 
of that personal information. 
 
We will comply with all reasonable requests by an individual to provide details of their personal information that we hold in the 
requested format.   
 
If we do not provide access to the personal information we will provide written reasons setting out why we do not believe we 
need to provide access.   
 
M. CORRECTION OF PERSONAL INFORMATION 

 



 

 

If we hold personal information about an individual and we are reasonably satisfied that the information is inaccurate, out of 
date, incomplete, irrelevant or misleading, or we receive a request to correct the information, we will take reasonable steps to 
correct the information. 
 
If we correct personal information that we have previously disclosed, we will take reasonable steps to notify the entity to which 
we disclosed the information of the correction.  We may not always make corrections to an individual’s personal information.  
When we do not make requested corrections, we will provide reasons for our refusal to make the correction. 
 
If, after notifying the individual of our refusal to correct personal information, the individual requests us to issue a statement on 
the record that contains the personal information, we will take reasonable steps to do so in accordance with Australian Privacy 
Principle 13.4, so that it is clear to anyone inspecting our files that the relevant individual has requested that the personal 
information be corrected.  
 
We are not entitled to charge a fee in relation to any request to correct personal information. 
 
 
 


